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Certificate 

 

 

Certificate number: 2025-008 
Certified by EY CertifyPoint since: June 26, 2025 

 

Based on certification examination in conformity with defined requirements in ISO/IEC 
17021-1:2015 and ISO/IEC 27006:2015/A1:2020, the Information Security 

Management System as defined and implemented by 

 

Satelligence B.V.* 
 

located in Utrecht, The Netherlands is compliant with the requirements as stated in the 
standard: 

ISO/IEC 27001:2022 
Issue date of certificate: June 26, 2025 

Expiration date of certificate: June 25, 2028 
 

 
 

EY CertifyPoint will, according to the certification agreement dated March 4, 2025, 
perform surveillance audits and acknowledge the certificate until the expiration date 

noted above. 

 
*The certification is applicable for the assets, services and locations as described in the scoping section at 

the back of this certificate, with regard to the specific requirements for information security as stated in 

the Statement of Applicability, version 4.5, dated June 26, 2025. 

 

 

J. Sehgal | Director, EY CertifyPoint 
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Satelligence B.V. 

 
Scope for certificate 2025-008 

 

 
This scope is only valid in connection with certificate 2025-008. 
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The scope of this ISO/IEC 27001:2022 certification is as follows: 

 

The Information Security Management System (ISMS) of Satelligence is composed of the 
following items, which establish the ISMS scope and boundaries of Satelligence, within 

the context of legal, regulatory, contractual, interested parties, and other stated 
requirements: 

 
Organizational Units 

► Satelligence 
 

Networks and IT Infrastructure 
► Third-Party Cloud Platform 

 
Systems and Applications 

► Satelligence Web Application 
► Geospatial Database 
► Distributed Processing Framework 

 
Applicable laws and regulations: 

► GDPR 
► CCPA 

 
Departments and business units: 

► Engineering 
► HR 
► Security 

 
Total employees in scope: 45 (including 11 contractors) 

 

The Information Security Management System is centrally managed out of Satelligence 
B.V. (virtual) headquarters in Utrecht, The Netherlands. 

 

 

The Information Security Management System mentioned in the above scope is 
restricted as defined in “Information Security Management System (ISMS) Plan” version 

4.5, dated June 26, 2025. 
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